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1.1. Background

Shore Capital Group Limited, its subsidiaries and affiliates is a multiservice financial group whose regulated
subsidiaries comprise Shore Capital and Corporate Limited (“SCC”), Shore Capital Stockbrokers Limited
(“SCS”), Shore Capital Limited (“SCL”) and Puma Investment Management Limited (“PIML”") (the "Group").
The Group offers a wide variety of products and services to a broad and diverse client range. The Group
specialises in capital markets activities for small and medium sized enterprises, institutions and sophisticated
investors. It undertakes stockbroking, research, corporate finance, and market making, with a particular
focus on AIM. Additionally, the Group undertakes principal finance activities and specialist fund
management for private and institutional investors, with an emphasis on tax efficient investments.

From time to time the Group will find itself in a position where the interests of one part of the business may
conflict with the interests of another part of the business. Below are details of when and how this may
occur.

Shore Capital’s regulated entities are authorised and regulated by the Financial Conduct Authority ("FCA")
and are required to manage these types of conflicts to ensure all our customers are treated fairly.

1.2. Scope

This Policy relates to all Group activities and their respective employees (including temporary staff and
contractors), regardless of their roles, department and location.

This Policy is intended to be comprehensive but is not exhaustive.

Unless otherwise stated, Appendix 1 contains the definitions in this Policy.

2. Objective

The aim is to ensure that the Group manages potential conflicts of interest in a consistent manner and in
compliance with all relevant rules and regulations, in particular those of the FCA. The existence of a conflict
does not necessarily mean that there will be detriment to one party’s interests, but rather that potential
conflicts of interest exist and must be assessed, managed and disclosed as appropriate, depending on the

facts and circumstances.

The Group’s Compliance department assist in the identification and management of conflicts of interest as
and when they arise.

3. ldentification of Conflicts of Interest?
General

In overview, conflicts fall into a number of broad categories. Some of the more common types of potential
conflicts of interest scenarios within the Group include:

1 the interests of the Group conflict with those of a client(s);
i the interests of one client or group of clients of the Group conflict with those of other clients;
1  One part of the Group has obtained Confidential Information from, or relating to, an existing or

former client which would be of value to another part of the Group (such as its trading business) or
other clients of the Group (who might be competitors); and
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1 the interests of an employee of the Group conflict with the interests of a client of the Group or the
firm itself e.g. where an employee of the firm executes a personal account trade ahead of a client
order, or if they were to be incentivised so as to engage with a client with a view to achieving an
outcome advantageous to themselves rather than in the client's best interest.

Specific Conflicts of Interest Situations

A conflict of interest may arise in any area of the Group’s business and within all or any particular Group
entities.

a. Capital Markets

Attached at Appendix 2 are the key specific conflicts of interest situations related to the Group’s capital
markets activities.

b. Asset Management

Attached at Appendix 3 are the key specific conflicts of interest situations related to the Group’s asset
management activities in the UK.

The arrangements that are in place within the firm to manage these types of conflict are set out below.
4. Management of Potential Conflicts of Interest

The Group has in place conflict of interest operating procedures to ensure that potential conflicts, once
identified, are managed appropriately and that the firm and its employees conduct themselves and their
investment business activities so as to ensure the interests of clients are protected. These procedures also
deal with instances where there is a perception that the firm may have a conflict even where this might not,
in fact, exist.

Certain conflicts of interest (such as staff personal dealings) are managed on a regular basis. Other conflicts
of interest are identified an managed on a case by case basis in accordance with the Group’s procedures.

The Boards of Directors of relevant Group entities are responsible for ensuring that potential conflicts are
considered and managed appropriately.  Notwithstanding this, all employees of the Group have a
responsibility to proactively identify potential conflicts of interest which must be discussed internally and with
the Compliance Department. Material conflicts of interests will be escalated for consideration to the relevant
Board of Directors and stakeholders, such as the appropriate Compliance Committee or Risk Committee.

Relevant staff members have received training on conflicts of interest and the Group’s procedures for
managing conflicts of interest.

4.1 Management of Conflicts of Interest

Should a conflict of interest arise, it must be managed promptly, fairly and in compliance with regulatory
rules and principles. Potential conflicts of interest will be managed in accordance with Group operating
procedures. The Group’s Compliance department assists in the management of actual and potential
conflicts of interest.

The Group’s arrangements which are designed to prevent any conflict giving rise to a material risk of
damage to clients include:

i control of access to, and movements of, information to relevant employees to protect each person's
interests and prevent improper access to, and use of, such information. This is primarily achieved
through the use of Information Barriers. These are organisational arrangements which are
established to act as information barriers controlling the disclosure of information and preventing its
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unauthorised release to other areas of the company or the Group, including detailed wall-crossing
procedures.

The regulatory effect of Information Barriers is that individuals on the "other side of the wall* will not
be regarded as being in possession of Restricted Information denied to them as a result of the
barrier.

This is the key mechanism by which the Group ensures its clients' interests are protected and any
conflicts managed, and enables it to engage with a large number of potential clients while still
meeting legal and regulatory requirements.

1 separate employees within each business area to look after the interests of clients in that area.
91 conflict clearance procedures, for instance in relation to corporate broking.

9 detailed personal account dealing restrictions that apply to all employees. The Group also has a
policy in respect of gifts and inducements to restrict the type and value of gifts that our employees
may accept, anti-bribery and corruption procedures, whistleblowing procedures and relevant
remuneration policies; and

1 disclosure of potential conflicts where relevant. This would happen in cases where we feel that our
procedures may not be sufficient to ensure that a potential conflict of interest does not damage a
client's interests. In such circumstances we may decide that it is appropriate to disclose the
potential conflict and obtain consent from the client to proceed.

For specific arrangements in relation to the Group's research department see Appendix 4.
4.2 Transaction-specific conflict management measures

In certain cases special conflict controls, specific to an individual transaction, can be put in place to allow the
firm to engage with one client without prejudicing another prospective client or business already under way.

This normally involves establishing a temporary information barrier around the individuals or team involved in
both of the potentially conflicting transactions (i.e. "Transaction Specific" Information Barriers) and/or
obtaining the explicit consent of those parties or clients potentially impacted.

In such cases Compliance and/or senior management will usually determine that disclosure and/or client
consent is a pre-condition to proceeding in the confidence that potential conflicts are being properly
managed to avoid damage to the client's interests. However, careful consideration is required of how best
to obtain explicit consent from the client, as consent is only deemed effective when given by a suitably
informed customer.

The firm is conscious of the undesirability of its over-reliance upon disclosure and client consent as a
conflicts management tool. For this reason it is only utilised as an additional step on top of the wide range of
other organisational arrangements and controls in place when the organisational arrangements and controls
are not sufficient to prevent the risk of damage to the client's interests. Where doubts exist as to whether
transaction-specific arrangements will be effective in managing conflict risk with the appropriate degree of
confidence, the firm will consider declining to act.



Appendix 1
Definitions

Information Barriers -These are internal, organisational arrangements which act as information barriers
controlling the disclosure of information within an organisation, and preventing the unauthorised release of
Restricted Information to other areas of the firm.

The Group - References to the Group in this document should be taken to mean Shore Capital Group
Limited along with all relevant subsidiary and affiliate companies either collectively or individually as the
context may require.

Confidential Information - This is information received by the Group from its clients, prospective clients or
other third parties which has a "quality of confidence". Essentially, for it to be deemed confidential the
information will:

1 not be in the public domain; and

1 be judged to be sufficiently sensitive so that its release or disclosure is likely to cause its owner to
suffer a disadvantage or loss.

For the avoidance of doubt, the Group must always treat information received from clients to whom it owes
fiduciary duties as confidential.

Common examples of Confidential Information include information:

1 released to the Group for a specific purpose (such as to allow the firm to evaluate a transaction) and
which cannot be used for any other purpose without the client's express agreement. Such
information should generally be treated as Confidential Information whether or not there is a formal
confidentiality agreement in place or the Group has been formally engaged by the client;

1 which might be subject to confidentiality or banking secrecy laws in the jurisdiction in which it was
released to the Group, which provide that the Group cannot pass or disclose the information without
the client’s consent;

1 relating to a client's plans for capital raising even where these are not material or are unlikely to
effect the price of any publicly traded securities or instruments issued by that company;

91 relating to the business structure or financing of a company which, while not insignificant, are
unlikely to affect the price of any publicly traded securities or other instruments relating to that

Comiani. This miiht be the case for nonmaterial transactions isuch as the sale of a small, non-core



